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process is simple: follow the paper to its ultimate source and to
its ultimate disposition. The trail can lead to assets, witnesses,
and other principals.

Obtaining Bank Records

Bankers have become an important source of information to
law enforcement, especially in recent years. To cultivate them
as white-collar sources makes sense. Anything that can be
done to facilitate their compliance with your search request
will benefit you as well.

Bank records can be obtained in most jurisdictions by civil
discovery (in the case of civil forfeiture procedures), civil sum-
mons, court subpoena, grand jury subpoena, search warrant,
or other similar legal process.

The cost of obtaining bank records can be very high. Most
banks will not give police agencies free access to their files but
will charge the agency a fee for search-and-retrieval time and
for reproduction costs. However, most cases do not require an
in-depth analysis of all bank records. Therefore, the proper se-
lection of records to be retrieved is a function of case require-
ments and the case agent's workload balanced against the cost
and time involved in retrieval.

Drafting a legal request to include every possible item you
may eventually want the bank to retrieve is generally a good
idea (Exhibit 1). As a matter of public relations, you should
work closely with the bank to develop a step-by-step process
of retrieval.

Types of Banking Transactions

Banking transactions can be divided into two types for our
purposes. The first involves transactions that flow through ac-
counts—that is, account transactions. They include account de-
posits, account withdrawals, and debit and credit memos
(memo entries).



The second type of transaction is the nonaccount transac-
tion. Loans fall into this category, as does the purchase or sale
of securities (including certificates of deposit, stocks, bonds,
and Treasury bills). The purchase or negotiation of bank
checks is also a nonaccount transaction, as are cashier's checks,
money orders, traveler's checks, and cash transactions (the ex-
changing of cash for cash and the cashing of third-party
checks). Wire transfers and entries into a safe deposit box are
also nonaccount transactions.

Flow of Transactions Through Banks

Tracing transactions through a bank is like any other asset-
tracing procedure—you search for the ultimate source of the
funds coming into the bank and you search for the ultimate
disposition of funds leaving the bank. Both ends of the trans-
action can lead to hidden sources of income, hidden assets,
previously unknown witnesses, and other principals.

To understand the nature of account transactions, one must

understand how transactions flow through a bank through de-
posits, withdrawals, and memo entries (Exhibit 2a & 2b). The
transaction begins at a transaction entry point. This may be a
teller, a memo entry from another department, or input from
the cash services department.

The teller serves as the transaction entry point when, for ex-
ample, he or she receives a deposit through the mail, from an
automatic teller machine, or directly from a bank customer.
The cash services department handles deposits for larger cash
customers, such as department stores and grocery stores.

From the entry point, transactions go to the proof depart-
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ment. Here each item is encoded with a discreet number so it
can be located in the bank's records system (Exhibit 3). In ad-
dition, the MICR number (that series of computerized numbers
which appear at the bottom of checks) is encoded at this point.
That number will be read by high speed computer readers dur-
ing the clearing process (Exhibit 4).

Each item is then microfilmed. Items that enter the bank to-
gether are generally filmed together in the order of their re-
ceipt. The items are entered into the bank's computer system
at this point.

All items are then batched by high speed machines to facili-
tate further processing. Items are generally batched in four (or
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more) categories: "on-us" items, clearinghouse items, transit
items, and special items. On-us items are all those that can be
cleared totally within the bank. Clearinghouse items are those
which must clear through other local banks and are thus
cleared through a local clearinghouse. Transit items are those
which must be sent outside the bank's area for clearing. They
are sent through correspondent banks and Federal Reserve
banks. For our purposes, special items consist of cashier's
checks, debit and credit memos, certificates of deposit, loan
transactions, wire transfers, etc. They require special handling
by the bank.

Items requiring further handling, such as transit items and
special items, are sent to the appropriate department for final
processing.

The last step in transaction processing occurs in the book-
keeping department, into which all items eventually flow.
There, they are filed in a manner that allows quick retrieval.
The bookkeeping department, which often contains an error
resolution unit, maintains those files and searches them for
other departments.
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Requesting Bank Records

The first step to take, even before drafting any subpoenas, is
to determine the existence of checking or savings accounts,
loan accounts, investment accounts, and safe deposit boxes.
Always ask the bank to check for both open and closed ac-
counts. In most cases, one can obtain this information by inter-
viewing a bank official. However, some banks will not volun-
tarily assist you in determining whether your subject has an
account. They will require a subpoena stating the exact name
of the account, etc. Fortunately those banks are few, and bank
employees with this attitude can sometimes be overruled by
their superiors.

Ask for Signature Cards and Account Statements

Once you have received account and other information, you
can request several items simultaneously. Ask for the signature
cards of all accounts, account statements, loan records, and
safe deposit records. Those records are requested first for sev-
eral reasons. They are generally easily retrievable by the bank.
This means you get the information quickly and with little ini-
tial cost to your agency. Second, you must analyze the account
statements before you can request the detailed information
concerning checks, deposits, and memo entries.

Signature cards not only reveal who owns the account but
also can serve as handwriting exemplars (Exhibit 5). In addi-
tion, they often refer to corporate board resolutions, partner-
ship agreements, or other business agreements on file at the
bank. Those resolutions can provide leads to other witnesses,
principals, or co-conspirators.

Before requesting account statements, determine what time
period you need to cover. Be certain to request enough state-
ments so that a complete history is compiled. The cost of ob-
taining account statements is generally negligible, as is the
bank's time to procure them. So ask for all the statements that
might be relevant, within reason. Remember, banks must re-
tain records for periods specified bv law. If the bank states that
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it does not possess the records, check with your counsel for
possible noncompliance with banking regulations.

Examine Statements to Facilitate Further Requests

Analyze all statement entries (Exhibits 6a, 6b, and 6c) to help
narrow your requests for records. Most cases do not require
pulling all bank records pertaining to the subject. A careful
analysis of statements can help determine which items to re-
quest next. For example, interaccount transfers can often be
identified from statements and thus eliminated from further
detailed follow-up.
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If you are searching for a specific deposit known to have oc-
cured, account statements may reveal the amount(s) and
date(s).

In the absence of known deposits, one can look for large de-
posits or various patterns in the deposits noted on the state-
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ments. In general, look for larger deposits, particularly if your
subject is part of a large narcotics organization. If a case in-
volves a small-scale trafficker, you may want to request smaller
deposits or even all deposits. In addition, be alert for business
deposits that appear to be out of the ordinary, such as large,
even amounts deposited in an account of a retail business
where receipts are normally received in small, uneven
amounts.

Among the deposit patterns to look for on statements are at
least two transactions of $10,000 or more on the same day;
large deposits in round numbers; and repeated deposits of the
same amounts, especially when they are deposited with notice-
able regularity. Also look for patterns in the timing of the
transactions, such as deposits that occur shortly after an ob-
served narcotics transaction. Those patterns not only suggest
criminal activity but also may provide probable cause for
search or arrest warrants or for civil seizure of assets.

You may also choose to trace money by checking the ac-
counts for deposits over a certain amount, such as all transac-
tions over $5,000 or all of those made in even hundreds over
$1,000.

Finally, you could search according to the type of deposit
transaction, such as by focusing on all currency transactions
and/or all large or unusual memo entries. The latter may indi-
cate wire transfers, loans, certificates of deposit, investments,
or other hidden assets.

How Many Records Should be Requested?

Determining how much material to request can be difficult. It
depends on the bank. If the bank can retrieve the documents
easily, obtain more than you think you will need. If, on the
other hand, the bank will have difficulty obtaining the items,
select carefully. Remember, you can always get more from the
bank. Your workload and public relations with the bank will
help you decide how much to request and when to request it.

Note that some accounts may dictate a 100-percent search.
That would be called for if the account is obviously a launder-
ing account or if it is a hidden account.



Ask for Front and Back

Request both the front and back of each document selected, in-
cluding deposit tickets, memo entries, and canceled checks.
You need both the front and back to get endorsements, en-
coded numbers, and bank stamps. Remember, almost all docu-
ment locator encoding is on the back of each item (Exhibits).

Requesting a Back-up Search

If the bank tells you there is no microfilm, or the requested
item cannot be found or read on the film, consider requesting
a back-up search. For example, some banks film all statement
items just before they are sent out. This, in effect, is a second
set of film for the items, the first being shot when the items
come through the proof department. This second set is an ex-
cellent source of back-up data if the item cannot be found on
the proof film.

The teller's tape and proof envelope are also good back up
material. They are coded with numbers representing every
transaction. Those numbers indicate the type of transaction—
deposit, withdrawal, exchange—and the amount. In addition,
the bank's computer reports may give the required details con-
cerning a lost transaction, though these generally contain only
numbers.

Always ask the bank about other types of back-up systems
they may have. But this is an expensive proposition and must
be chosen carefully. The back-up items may not give you the
type of information needed. For instance, payee names, names
of depositors, and endorsements will probably not be revealed.
Always discuss this choice carefully with a knowledgeable
bank officer who can tell you exactly what you are getting for
your time and money.

Analyzing Deposit Documents

Once the requested deposit-related items arrive, analyze the
de-posit tickets (Exhibit 7) and memo entries (Exhibit 8a and 8b).
Most deposit tickets and memo entries will not have much
useful information on them, so the next step is to obtain the
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items deposited and the items represented by the memo
entries.

Requesting copies of the fronts and backs of items deposited
and credit memos will reveal the actual source of the deposits.
Note that the items deposited are not the deposit slips. The
items deposited are copies of the actual checks and other docu-
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ments that are listed on the deposit ticket.
Requesting the bank to make a careful search of the proof

microfilm when cash deposits are found is important. A good
idea is to have the bank examine at least the two items before
and the two items after the cash transaction. This kind of
search will help reveal cash splits. Those might include a large

Exhibit 9

cash deposit that is split among several accounts, or cash with-
drawals from several accounts which make up one deposit in
the account being searched.

Most currency transactions over $10,000 require that a cur-
rency transaction report (CTR) be filed by the bank in accord-
ance with the Bank Secrecy Act (Exhibit 9). The Bank Secrecy



Act and related money-laundering issues are beyond the scope
of this paper, but you should at least be aware of some of the
information contained in CTRs, such as the names and ad-
dresses of the persons involved in the transaction and the so-
cial security numbers of the person conducting the transaction.
Banks are required to file these reports; willful failure to file
constitutes a felony. U.S. Customs Service headquarters main-
tains a data base of CTRs filed.

Other deposit items can be broken down into two types: on-
us items and clearinghouse items. Both should be traced to their
ultimate use or source within or outside the bank.

The first step is to request the ultimate use or source of on-us
items deposited. Those are such items as loan proceeds, certifi-
cates of deposit or other securities negotiated, wire transfers
in, bank checks deposited, and checks from other accounts at
the bank.

If the deposit is the proceeds from a loan, obtain and ana-
lyze the loan file. How to do this is covered later; what it may
uncover is discussed here.

Tracing loan proceeds to their ultimate use source may re-
veal hidden assets. This could be real estate either purchased
with the loan or used to secure the loan; other assets pur-
chased with, or used as collateral for, the loan; or bank or se-
curities accounts.

The discovery of a loan could also lead to other witnesses,
principals, or co-conspirators. They might be co-signers of the
loan, others making loan payments, or actual owners of the se-
curities serving as collateral. Credit file leads can also be found
in the loan file.

The important point to remember is to follow-up when loans
are discovered. For example, tracing securities (used as collat-
eral for, or purchased with the proceeds of, the loan) to their
ultimate source may reveal that the funds used to purchase
them came from other hidden assets. The point is, do not just
stop with the security. Go back to the security file and find the
origin of the funds used to purchase it. Keep tracing until you
reach the final source.

If the deposit came from a wire transfer, trace the wire to

24

the originating bank to see where the funds for the wire origi-
nated. Again, this search could lead to other accounts, other
witnesses, principals, coconspirators, or offshore transactions.

Bank checks deposited, such as cashier's checks and money
orders, could be an indication of "smurfing" operations (struc-
tured currency transactions), particularly if large numbers of
even-amount cashier's checks appear on a regular basis. Even
occasional bank checks should be traced to their ultimate
source, for bank checks are a favorite means of hiding the
source and disposition of illegally gotten gains.

Cashier's checks often lead to other hidden accounts. They
can lead to the discovery of hidden assets, for such checks are
often used to distribute the proceeds of loans, the sale of secu-
rities, real estate closing proceeds, and similar items. Those
checks can also lead to other witnesses, principals, or cocon-
spirators who purchased or endorsed the check deposited into
the subject's account.

On-us third-party checks deposited in the account in ques-
tion may indicate their purpose on their face, and thus require
no further follow-up. In such instances, the payment may be
from a known source within the bank or it may have sufficient
identifying information on it to allow you to locate and inter-
view the witness regarding the purpose of the payment.

Other on-us checks deposited should be traced through the
bank to their ultimate source. This may require a subpoena to
open up yet another account to investigate. Once that account
is opened, the investigative process begins again.

Another source of deposits is clearinghouse items. For our pur-
poses, we will include both local clearinghouse and out of
town transit items in this category. Since clearinghouse items
will probably require legal process to trace them through third -
party banks, carefully weigh which ones are worth pursuing.
Some clearinghouse items will have sufficient identification to
permit you to find and interview a witness—generally a
cheaper and quicker method than trying to run the item
through another bank.

Whether an item is an on-us item or a clearinghouse item
can be determined by looking at the bank name on the check
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(is the name the same as that of the bank at which the deposit
was made?), or by looking at the bank endorsements on the
back of the item. If the item has a different bank's endorse-
ment or a Federal Reserve bank endorsement, it is a clearing-
house item (Exhibit 3).

Many bank endorsements include the bank's transit number
(Exhibit 3, 10a, 10b, and 10c). Those will help you locate the
third-party bank, particularly if the rest of the bank endorse-
ment is illegible.

Tracing clearinghouse items consists of taking the item in
question to the third-party bank with appropriate legal process
to allow you to track the item to its ultimate source.
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Tracing Withdrawals/Disbursements

While tracing deposited items to locate the ultimate source of
funds entering the subject's bank account, you can trace the
other end—the check withdrawals and other disbursements—
at the same time.

Investigating disbursements is the same, in reverse, as the
technique just discussed. In fact, it consists of fewer steps, for
you can normally go right from the check endorsement or
payee to the ultimate disposition. Again, disbursements are of
two types, on-us items and clearinghouse items.

The first step is to review the checks for "cash" stamps and
endorsements (Exhibit 11). Ask the banker to explain the cash-
stamp and endorsement system. As previously noted, request-
ing a careful search of the proof microfilm for all cashed checks
is important, including checks payable not only to cash but
also to third parties and subsequently cashed.
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As with cash deposits, an analysis of both sides of the cash
item on the microfilm may reveal what the cashed item was
used for. The item could have been redeposited into one or
more hidden accounts. On the other hand, it might have been
used to purchase nonaccount items such as hidden certificates
of deposit or securities.

Cashier's checks might have been purchased. If those are
discovered, they should be traced, since tracing cashier's
checks may reveal additional undisclosed assets. In addition,
the money may have been used to make payments on loans
used to purchase undisclosed assets, such as houses, yachts,
and airplanes. Again, remember to look for compliance with
the reporting requirements for transactions over $10,000 under
the Bank Secrecy Act.

An analysis of canceled checks may identify checks which
require no further bank follow-up because either the payee is
obvious or the purpose of check is obvious.

Trace the ultimate disposition of all on-us checks (payable to
bank, cash, or third parties and negotiated at the bank). First,
request evidence of the check's deposit to another account
within the bank (trace for leads as noted above). Once such
evidence is obtained, review the third-party's account state-
ment and the deposit ticket containing the item deposited. In
addition, review the other items deposited with the check.
Look for leads to other witnesses and/or for questionable trans-
actions that need further follow-up.

Trace all payments to nonaccount items for leads. Trace loan
payments through the loan records, and trace the purchases of
securities and certificates of deposit to their ultimate disposi-
tion. It is important to determine what happened to the pro-
ceeds of the securities and certificates of deposit when they
were ultimately negotiated. In addition, wire transfers out
should be followed through the wire transfer department, as
discussed later.

Bank checks purchased with checks from the account should
be traced through the bank's records to determine where they
were ultimately negotiated. If you find that cashier's checks
were deposited into someone else's account, you may have to
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open that account to understand fully the purpose of the
payment.

Finally, determine whether to pursue clearinghouse items.
Obviously, tracing transactions via third-party bank endorse-
ments is another step which takes time. But if the payee or the
purpose of the check is not obvious, or if the payee is hostile,
you have no choice but to initiate the trace.

Searching Nonaccount Records

Nonaccount transactions can also provide you with a signifi-
cant amount of investigative information.

Loans

If the subject has opened or closed loans with the bank or has
ever applied for loans there, fully document the transaction.
Request all loan documents since they are usually very easy for
the bank to retrieve, so cost and time are not factors in requisi-
tioning them. Those records should be requested when you
initially ask for the account ledgers.

Loan documents usually maintained by a bank consist of the
loan ledger, the loan application, and the loan correspondence
files.

The loan ledger details the loan and the payments made on
it. The loan application is usually a financial statement full of
leads to other assets (Exhibit 12). In fact, some banks require
an application plus a full set of financial statements as well as
the prior year's federal income tax return. Loan correspond-
ence files contain letters and internal memoranda regarding the
loan. In addition, the loan file may also contain notes, real or
chattel mortgages, assignments, and corporate resolutions.

The first step in an analysis of loan documents is to review
the loan ledger entries. This analysis will help determine
which follow-up records to request, if any. For instance, a nor-
mal business operating loan with regular repayments from the
business bank account may require no follow-up. On the other
hand, unusual loans should be traced from beginning to end.
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Unusual loans would include those involving no record of
loan proceeds going to the subject's bank account. As this is
contrary to normal banking practice, you may find that the
funds went to another account or were used to purchase an
undisclosed asset.

Loans in odd amounts may also be unusual. Whether the
amount is truly odd depends upon the subject's business. That
must be considered when deciding whether to trace the loan.

The loan records may also indicate when a bank is in collu-
sion with the subject. When the records show that a loan re-
payment is long overdue or the loan has an extended rollover,
collusion between the borrower and the bank may exist. Like-
wise, loans made or maintained in violation of bank policy
may also indicate a "special" arrangement between the two
that you should know about.

A loan that appears to be way above the individual's ability
to repay also suggests collusion, although this particular cir-
cumstance may instead be indicative of a hidden financial
statement showing the subject's net worth to be much higher
than that on the filed financial statement.

Loans that show unusual repayments should also be traced.
Lump sum repayments and odd-amount repayments are gen-
erally considered unusual. Payments that are consistently late
or otherwise against bank policy should also raise suspicions,
as should payments that did not come from the subject's bank
account.

In all those cases, you are looking for leads to other people
or to other assets. For example, loan proceeds may have been
deposited in hidden accounts, or those accounts may be used
to make loan payments. Loans are frequently secured by hid-
den assets or may be co-signed by previously unknown associ-
ates. Alternatively, your subject may have taken out the loan
for someone else. Tracing the ultimate disposition of the loan
proceeds and the ultimate source of the loan repayments will
uncover those leads.

The possibilities of the final disposition of the loan are simi-
lar to those discussed with respect to tracing account transac-
tions. The disposition may be within or outside of the bank.
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Within the bank, the money may have been deposited into
your subject's account, which would be the normal disposi-
tion, or into someone else's account. It may have been used to
purchase a certificate of deposit or security through the bank's
brokerage department. In some cases, one loan will be used to
replace another in a rollover loan situation.

If the loan proceeds were sent out of the bank, you might be
able to trace their path within the bank; before tracing them to
their ultimate disposition, consider the cost/benefit of taking
that step. The trace may not be worth the effort.

In tracing the funds within the bank, you may find that they
were sent to the wire transfer department for transfer out of
the bank. However, more commonly the proceeds are sent out
of the bank via a bank check that the subject negotiates else-
where. This check could be traced within the bank to deter-
mine the name and location of the bank where it was cashed.

Also trace the ultimate source of loan repayments. Again, it
could be from within the bank. If so, repayment normally
would come from the subject's account, but it could come from
an undisclosed negotiated certificate of deposit or security.

In addition, repayments could come from a third party's ac-
count in the bank, which may mean that the loan really be-
longs to the third party and not the subject. For instance, what
is the significance of the loan being in your subject's name, the
proceeds being used to buy a luxury car the subject is known
to drive, and the repayments coming from a third party's ac-
count? Obviously all these factors can become critical when
trying to determine whether you have found an asset that can
be seized. If the repayments come from outside the bank, you
need to decide whether follow-up is justified.

In your review of the loan files, thoroughly examine all other
loan documents, such as credit applications, financial state-
ments, internal memoranda, letters, etc. Those can often lead
to other witnesses or assets not previously uncovered. The fig-
ures on the financial statement or credit application can also be
invaluable if you are using an indirect method of proof as part
of your case against the subject.
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Certificates of Deposit and Securities

Assume you are examining a subject's bank records and you
see a check written for the purchase of a certificate of deposit
(Exhibit 13). Later you find another check used to purchase a
security through the bank's discount brokerage department.
First have the bank retrieve the certificate of deposit and secu-
rities files. Then obtain whatever additional records needed to
trace the ultimate source of funds used to buy the certificates
of deposit and securities. Likewise trace the ultimate disposi-
tion of the funds disbursed when those instruments were fi-
nally negotiated. You should also look in the file to see if those
items were pledged for loans which may have been obtained
to purchase yet other assets,

Bank Checks

Bank checks (Exhibits 14a, 14b, and 14c) can present difficult
problems because, normally, they are extremely time consum-
ing and expensive to locate, unless you know the date or num-
ber of the check.

However, if you locate deposits of bank checks into your
subject's account or discover that he or she has purchased a
bank check with a check from his or her account, then finding
those checks will not be difficult. The bank can locate them
quickly by obtaining a microfilm copy of the check deposited
or purchased. From that you can get the check register of the
check deposited (Exhibit 14a). The register may tell you who
purchased the check. If not, the bank will be able to determine
that from its internal records. The bank can also obtain the mi-
crofilm copy of the check purchased from your subject's ac-
count. Endorsements on the back of the check will allow you
to trace it to its ultimate disposition.

If, on the other hand, you know only that your subject has a
habit of buying bank checks at the bank and the purchase was
not made from any known bank account, retrieval of these
items will be extremely difficult—for in most banks this re-
trieval requires a search of every bank check written. This
could total thousands of checks a day. Despite this, discussing



your problem carefully with the appropriate bank official is al-
ways a good idea, since all banks differ in their treatment of
bank checks. You may find a shortcut.

Another option is to interview employees at the branch lev-
els to see if you can locate witnesses who can pinpoint the
transactions more closely. If the subject goes to the same
branch, officer, or teller, that person may be able to help you
narrow the search. On the other hand, if the teller or officer is
in collusion with your subject, that type of contact may do
more harm than good.
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Obviously, if you decide that bank checks are worth request-
ing, both the source of funds used to purchase the checks and
the ultimate disposition of the checks should be traced.

Currency Exchange

Documenting pure currency exchanges is equally difficult. Un-
fortunately, the use of currency and the use of cashier's checks
are the two primary methods of laundering funds since these
methods leave few paper trails to follow.

If you suspect that the subject is engaging in cash-for-cash
transactions, the primary avenue of investigation will have to
be the branch personnel where the transactions took place.
Pure cash-for-cash transactions are normally very hard to docu-
ment. They generally require a search of all teller tapes and
proof film by date, and even that is not conclusive. That proce-
dure is not only expensive and time consuming but may be fu-
tile as well. Nonetheless, such evidence can be useful to corro-
borate the testimony of a bank employee.

Some banks now require customers to make deposits and
withdrawals rather than exchanges. This leaves a paper trail to
follow.

Many banks now capture large cash transactions separately,
which may make them easier to locate. You need to discuss
the record-keeping system with appropriate bank personnel to
determine the best approach to this problem.

If you isolate a date of a certain cash transaction, have the
bank copy several transactions before and after the cash trans-
action you are interested in, as it may give you a trail to the
source or disposition of the cash. Remember to check for com-
pliance with the Bank Secrecy Act when you locate large cur-
rency transactions, particularly if they are over $10,000.

Wire Transfers

Once the bad guys think they have their money safely depos-
ited in a bank, they tend to attempt to launder their funds by
wire transfers to other banks in the U.5. or abroad (Exhibit 15).
There is nothing mysterious about wire transfers. Like any-
thing else, if you see a memo entry in the account indicating a
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wire transfer, the bank can generally easily retrieve the docu-
ments pertaining to the wire.

Those documents will identify who sent the wire and to
which bank, along with the date and the amount. Regarding
wire transfers sent to another bank within the United States,
the sending bank's documents will also generally indicate to
which account at the receiving institution the money was cred-
ited. If the sending bank's documents do not specify the ac-
count, the receiving institution knows that information. So it is
a matter of taking the evidence to the receiving institution and
documenting the ultimate disposition of the wire.
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Wires sent offshore are another matter. Tracing them de-
pends upon the country and the institution receiving the
funds. A complete discussion of tracing funds laundered off-
shore is beyond the scope of this paper. Suffice it to say that
you should get all the documents available pertaining to funds
wired offshore and pursue the issue as appropriate. Do not
give up just because the wire transfer went offshore.

If, on the other hand, you suspect that the subject moved
funds by wire but you do not know from what source or
when, then you are confronted with the same problem you
had with bank checks. Hundreds of thousands of wires are
sent every day. To isolate the ones sent by your subject can be
very costly and time consuming.
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Safe Deposit Boxes

Regarding documentation of safe deposit box ownership and
entries, obtain the safe deposit box signature card, which also
serves as a rental contract (Exhibit 16a), and the box entry re-
cord (Exhibit 16b).

The signature card indicates who owns the box, and the en-
try card can sometimes be combined with other evidence, such
as a major narcotics sale on the same date, to prove a source of
funds.
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Summary and Conclusion

The techniques described in this paper can be used to trace
anything that leaves a paper trail. For example, cases have
been broken by detection of small, seemingly insignificant
items in a bank account. Hidden real estate in another town
has been discovered by small payments of utility bills, phone
bills, retail charges out of town, taxes, or insurance. Hidden
brokerage accounts, either in or out of town, have been dis-
covered by detection of small payments of interest on a margin
account paid from a known bank account.

Other bank accounts often surface from small items in a
known bank account. A deposit to a hidden account may inad-
vertently clear a known account. Other interaccount transfers
or wire transfers between accounts may occur. A third-party
check may clear a hidden account. A credit application may list
both accounts.

Thus, tracing financial records is much more than just a pa-
per chase. The trace can quickly lead you to assets that can be
seized using civil procedures, which are much quicker and eas-
ier than those associated with the criminal seizures most en-
forcement officers are used to.

Unlocking bank records provides the leverage to uncover
hidden assets and previously unknown witnesses, principals,
and coconspirators.
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